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1	Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	X
	AF

	No
	X
	X
	X
	
	

	Don't know
	
	
	
	
	



2	Classification of the Work Item and linked work items
2.1	Primary classification
This work item is a …
 
	X
	Study 

	
	Normative – Stage 1

	
	Normative – Stage 2

	
	Normative – Stage 3

	
	Normative – Other*


* Other = e.g. testing

2.2	Parent Work Item

For a brand-new topic, use “N/A” in the table below. Otherwise indicate the parent Work Item.
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	N/A
	
	
	



2.3	Other related Work Items and dependencies

	Other related Work /Study Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 



Dependency on non-3GPP (draft) specification:

3	Justification
There are currently no standard defined mechanisms in IMS for an external (to the PLMN trust domain) API invoker to subscribe to specific events related to a specific IMS subscriber / group of IMS subscribers. 
The serving IMS NFs (providing / producing said events / data) cannot be dynamically located by the API invoker.
An example of a specific event that can be subscribed to is “IMS user call-state” (e.g., idle, busy, registered etc.). This specific event may be used by an external AF (e.g., a backend bank fraud system) to obtain the call-state of an IMS user. This information can be input to fraud algorithms (e.g., suspicious activity on User-X’s bank account plus user X call state = busy indicates a heightened risk of fraud). 
An IMS subscriber may be identified by for example an IMPU/MSISDN. 
A group of IMS subscribers may be identified by for example a group identifier (list of IMPUs/MSISDNs). 
4	Objective
The objective of the study is to update the IMS reference architecture (i.e., TS. 23.228) to provide a framework whereby external (to the PLMN trust domain) API invokers can dynamically subscribe to IMS events related to a specific IMS subscriber or group of IMS subscribers via subscribe / notify mechanism. 
The study shall investigate framework to support:
· event subscription mechanisms via subscribe / notify procedures to external API invokers,
· identification of IMS events that can be subscribed to,
· locator functionality whereby the IMS NF / IMS NFs serving the specific subscriber(s) for which the specific event was requested is found,
· subscribe / notify procedures from the IMS NF / IMS NFs serving the specific subscriber(s) for the requested event.
· synergies with the Network Exposure Framework defined in 5GS (e.g., exposure of events to external API invokers via the network exposure function (NEF) from the IMS NF / IMS NFs).
Time Estimate : TBD
5	Expected Output and Time scale
{If this WID covers both stage 2 and stage 3, clearly indicate the different completion dates.}

	New specifications / TR

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR 
	-

	Study on IMS event / data exposure framework
	{e.g. 
"TSG#87"}SA   104 TBD
(June 2024)
	{e.g. 
"TSG#89"}           SA 106 TBD
	Foti, George, Ericsson

	
	
	
	
	
	






	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	
	
	
	



6	Work item Rapporteur(s)
Foti, George, Ericsson

7	Work item leadership
SA2

8	Aspects that involve other WGs
Collaboration with other groups (e.g. SA3) as part of the study will be considered on a need basis.

9	Supporting Individual Members
{At least 4 supporting Individual Members are needed. There is an expectation that these companies will provide resources to progress the work. Note that having 4 supporting companies is a necessary but not sufficient condition: the usual TSG approval process by consensus is needed for the WID approval}
	Supporting IM name

	Ericsson

	Telefonica?

	Verizon??

	Vodafone?

	

	




